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Why & Where

Cross-Campus Enrollment

UCPath - Data Standards

APl Management (via APl Subgroup)
Federated ldentity Management (via UC Trust)

e Integrating Web Applications with Shibboleth by Eric Goodman from UCOP



How (Collaboration)

Via Monthly meetings
e UC EA group

Enterprise Architecture Artifact Reviews
e Dbi-monthly

ITLC updates
e Annually

UCCSC Face-to-Face

Inventory Surveys

EA Glossary

Webinars
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Data: Metadata Repository / Models
Technology: EA Repository
Application: EA Repository
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Web Sence Standard B Circa Q2 2016
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Business Principles

Data Principles

‘ Metadata Management EAAF ‘ EAA-D51 ‘

Principles
EAA-031
Data is Secure

development and deployment
sysiemsiapplications

Application Technology Principles

Security Principles




UC TRUST

Subcommittee of ITAC

Mission - “provide input on design and implmentation of identity management
solutions for the UC system and to foster collaboration on IAM solutions among

the campuses”



API Subgroup

Identify and propose standards, platform capabilities that support and promote the
principles of “Interoperability”, “Reuse and Leverage Services Approach’,
“Deliberately Plan Technology Platform variations” with respect to application
integration platforms.



Application Service Governance - conceptual component diagram
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A Bit on the EA Glossary

e A great way to start and quell arguments on your campus around the meaning
and understanding of EA and IT terms

e Over 5900 unige entries
e +1,100 pages crossed referenced

e Created and maintained by Bo Pitsker from UCOP
o bo.pitsker@ucop.edu
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A bit more on the Glossary

The Glossary targets terms and definitions from select subject areas, including but not limited to the
following:

Enterprise architecture

Business, Data and Application architecture
Infrastructure/technology architecture

Security and identity management architecture
Solutions architecture

Risk, privacy, and compliance

Project management

Service management

Record management

Physical security


https://sp2010.ucop.edu/sites/its/apptech/enterprisearchitecture/EABoK/TheEAGlossary/Forms/AllItems.aspx
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directions. and resolves questions regarding scope, strategy. and/or policy.

The ITAC is a working sub-committee of the UC Information Technology Leadership Council (ITLC). and ITLC establishes our priorities and

Our mission is to "establish the enterprise architecture and technology infrastructure necessary to promote and support

interoperability and sharing of IT sol
Solutions, Fillar If. March 2013)

among and b

0 Saoa Barkaa
UCLes Anpees & ® U Wivaaich
ecinte s
[P

p " (Foundation for Collaboration en Technology Enabled UC

We facilitate knowledge sharing and collaboration across the UC campuses, and work in concert with the UC Information Technology Services

(ITS) Enterprise Architecture (EA) Team, to inform and enable reuse of the UC EA Body of Knowledge (EABoK). We support implementations
of UC-wide initiatives, and can assist each UC location with discussion and review of the variety of artifacts available in our EA BoK.

EA Resources

EA resources can be leveraged by any UC location as they design, develop and deliver
locations across the UC system. These resources include the EA Artifact Framework, the
Knowledge (EA Bok). (Access to all these resources requires separate login.)

EA Artifact Status

EA artifacts represent common practices and technologies across the UC system. and include principles, standards.
guidelines, reference architectures, business process models, logical and physical data models. metadata, application
portfolios, best practices, procedures, and more.

ha for multiple

- and the EA Body of

ITAC representatives facilitate the review of these artifacts at each UC location, confirm ClO adoption. and assist with
conflict resolution and communications at their respective locations.

More>>

IT Checklists

IT Checklists are available to UC IT Teams. and can help identify and confirm the various components that enable
quality service delivery and operational support. The checklists cover a variety of domains - applications, data. technology.
and security. Feel free to download any checklist and modify as needed: if you make modifications please send a copy to
ITAC so that we can make them available to others.

More>=

Other Initiatives

The Agile Computing Workgroup is comprised of IT
Subject Matter Experts across the UC System, and is lead
by Chuck Rowley, CIO at UC Riverside. The goal of the
workgroup is to... More ==

The APl subgroup of ITAC will identify and propose
standards, platform capabilities that support and
promote principles with respect to application
integration platforms... More ==

The Shared Services Development Framework identifies
the key process, design and development aspects that
promote system wide reuse and interoperability of

A [ e

List of initiatives that ITAC and EA resources have
been and/or are participants of... More ==

*formerly known as ITAG

Welcome to the ITAC Wiki

This wiki space is where you'll find information
on the various initiatives and activities of the
EA and ITAC teams:

s About

Charter

Communications
Documentation

Meetings

« \Webinars

Membership

» Roadmap & Requests (Archive)
. Works (login required)

.

.

.

Please note that some of our content is
available only to University employees.

If you have comments, suggestions or
requests, please contact your ITAC
representative or the ITAC Chairs

Weekly Conference Calls

Every Friday (excluding holidays), 10-
T1am:

« 1st week - General
« 3rd week - Leadership
« All others - EAA Reviews

Please see our Meeting Agendas and
Motes for more information.
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i ) Diagrams depicting the Principles and Standards (circa November 2014)
Reject By Artifact

Site Contents



Getting Involved

e \Want to learn more about an existing EAA/standard or practice?

e Do you want/need a new EAA/standard developed?

e Need architecture input for a project, proposed application or vendor solution?



Getting Involved

Example: Want/need a new EAA/standard developed
Joshua Van Horn - UC Davis

EAA-065 Event Logging and Management
Lakshmi Dasari - UCLA

EAA-008 Web Services for Restricted Information



Getting Involved - Find your ITAC Rep
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Deep Dive - EA Security Principles and Standards
Review

Near Real Time Messaging

EAA-O18
“Last Mile" security
for Web Services

BatchlFile Integration

Logging
Standards

Account

Authentication

Encryption
Password Management

EAA-047 EAA-033
Don't use MDS for protocols (Cross-campus EAA-035 Password Complexity
EAA-DED cryptographic functions Applications) Password S and Online Guessing
SHA-1 usage is disallowed for Resistance

crypiographic functions




Much More Online

Check out the wiki:
https://spaces.ais.ucla.edu/display/ucitag/

Questions, Comments -> Contact ITAG:
ucitag-l@listserv.ucop.edu



QUESTIONS?



